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Money savings and improved workflow at New Zealand’s  
largest port – case study

Port of Tauranga



As the largest and busiest commercial port in New Zealand, Port of Tauranga 
spans 190 hectares and handles in excess of 1500 ships and 840,000 TEU 
(Twenty-foot Equivalent Units) each year.  The port is a bustling import and 
export gateway which relies on efficient processes and procedures to maintain 
superior operational activity.  Being a large site, with unrivalled sea, road, and 
rail connections, Port of Tauranga has a strong focus on employing security 
and safety solutions which enhance and support workflow across the site.

In 2004, Port of Tauranga faced new security challenges 
with the introduction of the International Ship and Port 
Facility Security Code (ISPS Code).  The new code was 
developed following the attacks of September 11, 2001 
on the United States, and prescribed new measures 
required by governments, ships, and ports, in order to 
continue shipping trade with North America.  

Compliance with the ISPS code was enforced by 
Maritime New Zealand, giving ports throughout the 
country until the end of 2004 to become compliant with 
the new regulations.

A key security element for Port of Tauranga to become 
ISPS compliant was restricting and controlling access 
on and off the port.  Gallagher’s integrated access 
control solution was selected as the system to deliver 
this for Port of Tauranga.  To manage the variety of entry 
and exit points, Gallagher’s access control system was 
installed at 12 road access gates, 4 rail access gates, 
and over 60 doors across the site.  

Providing more than just standard card/reader access 
control, Gallagher’s Challenge feature gives the port an 
additional tier of security by utilizing video integration.  
The Challenge solution enables operators the ability to 
check cardholder identities against a live image being 
taken at the access point. This feature reduced the 
number of staffed gates required, resulting in significant 
ongoing labour savings for Port of Tauranga.

With a large number of people coming and going from 
the port on a daily basis, Port of Tauranga needed a 
robust system capable of effortlessly managing a large 
database.  While the port has only 170 employees, there 
are currently 9,000 active cardholders.  

“A constant flow of trucks throughout the day is 
essential,” said Mike Letica, Manager of Security at the 
Port of Tauranga.  “Trucks delivering containers cannot 
be backed up waiting.”  The Gallagher access control 
solution, coupled with Gallagher’s Command Centre 
software platform, enables Port of Tauranga to restrict 
entry amongst the 9,000 cardholders to the specific 
areas they are authorised to work in, through the use of 
access groups and access zones.  

“Constant flow throughout the day is 
essential - trucks delivering containers 
cannot be backed up waiting”

Mike Letica,  
Manager of Security at the Port of Tauranga.

*MIFARE is a registered Trademark of NXP B. V.

Business type: Port

Site size: 470 acres

Number of employees: 170

Number of doors: 60+ access controlled doors

Gallagher technology used: Command Centre, T-Series 

Readers, MIFARE®* card technology

Fast facts

Key industry challenges

• Compliance with ISPS Code

• Restricting access to the general public

• Health and Safety 



The Gallagher access control solution, coupled with Gallagher’s Command 
Centre software platform, enables Port of Tauranga to restrict entry amongst 
the 9,000 cardholders to the specific areas they are authorised to work in.

The system provides the functionality for bulk changes 
to be easily applied to groups, ensuring the port staff’s 
database administration time is kept to a minimum.

More than just controlling access on and off the site, 
Port of Tauranga needed an auditable trail of exactly 
who had accessed the site.  The Gallagher Command 
Centre platform provided the functionality for tailored 
reports on who had accessed zones and facilities, and at 
what time.  

“Some services available at the port, for example the 
plant washing facility and diesel pump, are billed back 
to the user” said Letica.  “We needed a simple way of 
identifying users and this was achieved by having access 
control cards activate the facilities”.

Another key feature of Gallagher Command Centre 
being utilized by Port of Tauranga is the scheduling 
function.  Being able to adjust the access control 

schedule for the road and rail gates in support of peak 
operating times and statutory holidays provides greater 
control for the port security team, along with the ability 
to set schedules in advance.

In 10 years, the operational activity at Port of Tauranga 
almost doubled.  From approximately 32,000 trucks per 
month in 2004, to over 61,000 trucks and 24,000 cars 
per month in 2014, the volume and tonnage growth has 
been extensive.  Despite both activity growth and site 
expansion, the Gallagher system has enabled Port of 
Tauranga to maintain the same number of security staff 
they had in 2004.  

Letica has confidence in the Gallagher solution 
supporting the port’s future expansion, “We believe we 
have a security system that has not only met our growth 
needs to date, but is going to continue to meet our 
needs in the future.”

About Gallagher

Gallagher security systems (formerly Cardax FT)
are the choice of market leaders in a diversity 
of sectors: Banking and Finance, Mining and 
Resources Government, Education, Industry, Health. 
Communications, Commerce, Transport. 

Contact us

To find out more about the security system that 
companies put their faith in every day, contact your 
nearest Gallagher office, or  
visit us at security.gallagher.com 
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DISCLAIMER: This document gives certain information about 
products and/or services provided by Gallagher Group Limited 
or its related companies (referred to as “Gallagher Group”). The 
information is indicative only and is subject to change without 
notice meaning it may be out of date at any given time.  Although 
every commercially reasonable effort has been taken to ensure the 
quality and accuracy of the information, Gallagher Group makes no 
representation as to its accuracy or completeness and it should 
not be relied on as such. To the extent permitted by law, all express 
or implied, or other representations or warranties in relation to the 
information are expressly excluded. Neither Gallagher Group nor 
any of its directors, employees or other representatives shall be 
responsible for any loss that you may incur, either directly or 
indirectly, arising from any use or decisions based on the 
information provided. Except where stated otherwise, the 
information is subject to copyright owned by Gallagher Group and 
you may not sell it without permission. Gallagher Group is the 
owner of all trademarks reproduced in this information. All 
trademarks which  are not the property of Gallagher Group, are 
acknowledged. Copyright © Gallagher Group Ltd.  All rights 
reserved.
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