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Smarter security with Gallagher Mobile Connect – case study   

Ahli United Bank



As part of upgrading the full product suite at its Bahrain 

Headquarters – which included all controlled doors 

and software – AUB also took the opportunity for a 

complete re-design of the set-up and locations of its 

security system. While researching their options, AUB 

management saw a demonstration of Gallagher’s Mobile 

Connect technology and were immediately convinced 

that this was the ideal product for the bank’s upgrade.  

“AUB is committed to being cost-effective while 

investing in products that have a long life-expectancy. 

That’s one of the key reasons we chose to reinvest in 

Gallagher products,” said a representative from Ahli 

United Bank.

In late 2018, AUB began testing the new mobile 

solution on site then to be rolled out to most of its 

staff at headquarters. Gallagher Mobile Connect uses 

Bluetooth® wireless technology to enable users to badge 

at a reader using a smartphone instead of an access 

card. A huge benefit for AUB is the solution’s capability 

to add additional layers of security where needed.  

Gallagher’s Mobile Connect solution provides the option 

to apply two-factor authentication via the smartphone 

– either fingerprint, PIN, or facial recognition – delivering 

heightened security over access to restricted areas.

According to AUB’s management, the two-factor 

capability was very appealing to them. “Using mobile 

Ahli United Bank is a leading financial institution providing banking, 
investment, and wealth management services from 147 branches in 8 
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since 2008, Ahli United Bank (AUB) decided in 2017 to undertake a  
full upgrade of the systems at its headquarters.  



“AUB is committed to using the very best technology in order 
to operate smarter, faster, and more securely then ever before. 
Gallagher’s solutions help to achieve that.”
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with facial recognition is far more secure than card and 

PIN, and it’s immensely more cost-effective than buying 

biometric readers,” they said.  

From an administrative and site management 

perspective, Gallagher Mobile Connect provides AUB 

with significant flexibility. Easy provisioning means that 

authorized staff can remotely allocate temporary access 

in advance and can also schedule when a user’s access 

can begin and end – ideal for visitors and contractors 

who come to the bank’s headquarters.

Beyond Mobile Connect, readers and controllers, 

AUB uses Gallagher’s security software platform, 

Command Centre, to manage alarms and access for its 

headquarters and all branches, all from a centralized 

location. “The power of Command Centre is enormous,” 

said AUB’s Management. “It integrates with our  

CCTV equipment and gives excellent oversight of  

our operations.”
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DISCLAIMER: This document gives certain information about 
products and/or services provided by Gallagher Group Limited 
or its related companies (referred to as “Gallagher Group”). The 
information is indicative only and is subject to change without 
notice meaning it may be out of date at any given time.  Although 
every commercially reasonable effort has been taken to ensure the 
quality and accuracy of the information, Gallagher Group makes no 
representation as to its accuracy or completeness and it should 
not be relied on as such. To the extent permitted by law, all express 
or implied, or other representations or warranties in relation to the 
information are expressly excluded. Neither Gallagher Group nor 
any of its directors, employees or other representatives shall be 
responsible for any loss that you may incur, either directly or 
indirectly, arising from any use or decisions based on the 
information provided. Except where stated otherwise, the 
information is subject to copyright owned by Gallagher Group and 
you may not sell it without permission. Gallagher Group is the 
owner of all trademarks reproduced in this information. All 
trademarks which  are not the property of Gallagher Group, are 
acknowledged. Copyright © Gallagher Group Ltd.  All rights 
reserved.
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